1 – ¿Cuáles de los siguientes elementos no forma parte del OWASP Top-Ten?

A – Referencia Directa Insegura a Objetos

B – Redirecciones y reenvíos no validos

C – Configuración de Seguridad Incorrecta

D – Denegación de Servicio

2 – Indique a que termino se asocia la siguiente definición: “[…] es la propiedad que busca mantener los datos libres de modificaciones no autorizadas.”

A – Integridad

B – Disponibilidad

C – Consistencia

D – Confidencialidad

3 - ¿Qué es un firewall?

A – Un dispositivo que permite bloquear o filtrar el acceso entre dos redes; usualmente una privada y otra externa.

B – Un dispositivo de antivirus de red

C – Un dispositivo que permite la autenticación en aplicaciones

D – Una librería de software que permite asegurar una aplicación web

4 - ¿En qué zona ubica al ataque de Exposición de datos sensibles?

A – Área de Cliente

B – Área de Red

C – Área de Servidor

D – Área de Red y Área de Servidor

5 - ¿Cuál de estas tecnologías es considerada generadora de riesgo por ser ejecutada en el cliente?

A – Java Applet

B – ActiveX

C – JavaScript

D – Todas las respuestas

6 - ¿A que se denomina “Learning Mode” en el contexto de la implementación de un WAF?

A – Al modo de operación donde la herramienta registra la actividad normal de la aplicación para que posteriormente pueda ser utilizada a fin de generar reglas

B – Al modo de operación donde se permite que el usuario acceda a la aplicación para generar los ataques que posteriormente serán bloqueados

C – A la capacitación del personal que llevara adelante la configuración de la herramienta

D – Ninguna de las opciones

7 – SYN Flood corresponde a una técnica utilizada para realizar un ataque de …

A – Inyección

B – Denegación de Servicio

C – Control remoto de un servidor

D – Secuencia de Comandos en Sitios Cruzados (XSS)

8 - ¿Cuál de las siguientes tecnologías no puede ser utilizada en un ataque de Inyección?

A – SQL

B - Ninguna

C – LDAP

D – X-Path

9 – ¿Cuáles de estas afirmaciones es verdadera en la relación a los Firewalls?

A – Todas las anteriores

B – No protege de accesos no autorizados

C – No protege de todos los ataques dañinos

D – No protege de ataques internos

10 - ¿Qué protocolo soporta la implementación de VPNs?

A – Ninguna de las opciones

B – IPSec

C – Secure TCP

D – ICMP

11 - ¿Qué es un bugtraq?

A – Es una lista de notificación sobre vulnerabilidades encontradas en software y hardware

B – Es un software diseñado para buscar vulnerabilidades

C – Es una variante de virus o troyano

D – Ninguna de las opciones es correcta